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ABSTRACT 
This Industrial Work Experience was carried out in LINKORG NETWORKS 

LIMITED in the Student Industrial Training Department. This report contains 

some of the Industrial Training undergone in the company. All Pictures and 

Activities represented here are more facts concerning of Industrial Training 

Experience and are taken from the scene of the practical using the print sc sys sq 

button on the system. 

This report writing is based Networking (Computer Networking and other 

aspects that dealt with Internet connectivity and file sharing over the network). 

In this Industrial Training, I have worked as Network Engineer, monitoring the 

network connectivity to ensure that every anomalous Signals are been corrected.  

In this sections, I could solve problems with client logins i.e. login access; 

trace/track their login activities on the network data-base (Mikro Tik Router). 

As an IT students, I also assist the company in the Sales department in selling out 

tickets to clients. I worked at the Engineering Unit where I have to configure 

client system in order to access the network. 

This Writing consist of a field work which is the installation of the Vsats and the 

Idirect modem. Further preparation has been made aside using Microsoft 

PowerPoint presentation/Viva voce to illustrates some of the things been taught 

in my industrial attachment. 
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BACKGROUND OF COMPANY  

LINKORG NETWORKS LIMITED  

Linkorg network was established in 2007 with RC No.: 795335. It is a networking 

company that has a vibrant networking services around its operational environment. It 

has her main branch at Block 23/6 Somolu Avenue, Dolphin Estate Ikoyi Lagos. 

Linkorg Networks Limited is associated with Internet Service Providers (ISP), Ku band 

and C band installations, Cyber café and ICT trainings (Networking). 

Linkorg Network Limited is a company that provides quality services to its customers 

even in the cyber café unit. It is a place that equipped students and possibly of 

employing them in the nearest future. 

Linkorg Networks Limited is a certified company duly registered with the Cooperate 

Affairs Commission. It is a sole proprietorship hence a SMEs run by a single person but 

employs a limited number of staff. 
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SUMMARY OF DUTIES  

This Industrial report is a result of the six (6) months Student Industrial Work 

Experience Scheme , SIWES carried out at LINKORG NETWORKS LIMITED, Ado ï 

Ekiti. 

As an IT student, I worked in several departments, in sales department, engineering 

department, maintenance department and also go into lectures on Networking.  

I was opportune to various activities that are going on behind the networking services  

during the weeks and on weekends; what that makes up networking, its process, the 

devices and tools that prompt networking, Installation of different kinds of Configured 

Vsats. 

Networking devices were available for practical and configurations were also discussed. 

The Configuration of Linux carried out and other configurations of networking devices. 

LINKORG NEETWORKS LIMITED is seldom influenced by the number of Internet 

service providers around it, so it is a survival of the fittest as to give out the best quality 

service to her clients around her. 
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WORKING EXPERIENCE  

Introduction into Networking.  

Networking term that works in our day-to-day activities, when we make calls, when we 

speak to a friend or speaking in a large crowd. It involved how the communications are 

reach to whom we want to pass the information to. But beyond this, Communication has 

also gone extra length in area of bandwidth, range and signal strength. These are 

qualities that must be taken into consideration when passing out signals as a channel of 

information and communication. Thus in Computer Networking, Networking could be 

simply define as the connections that consist computers, wiring and other devices such 

as hubs, switches and routers that makes up the network infrastructure 

Uses of Networking 

There are compelling reasons why someone with more than a couple computers would 

want to connect those computers to from a network.  What the network will actually be 

used for will of course, vary depending on the needs of the person or organization 

creating the network. Networks can be used for simple tasks, such as; sharing a printer, 

or they can be used for more advanced applications such as complex point-of-sale 

system and worldwide video conferencing  

All networks, whether big or small, are typically created so that users on the network can 

share resources and communicate. The list that follows breaks down some of the reasons 

for networking. 

¶ File Sharing. Networking computers makes it easy for the users on the 

network to share application files. 

¶ Hardware sharing. Users can share devices such as printers, CD ROM 

drives, Scanners and hard drives. 

¶ Program Sharing. Applications such as spread sheets, word processor 

can also be run over a connected network. 
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¶ User communication. Network allows users to take advantage of 

communication media such as electronic mail, newsgroups, and video 

conferencing. 
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CHAPTER ONE 

1.1  NETWORKING DEVICES.  

Network signal are not just created, there are some devices that powers them and 

tools that makes sure that the network signals are working fine. The nature and 

purpose of what you want to use the networking for and also the devices varies on 

how the quality you want to give out to the clients. Here are some of the networking 

devices discussed in class and on field works. 

RJ45 and Cabling. 

RJ45 is a small cap that is attached at the end of a cabling 

networks. It acts as a clip that helps to contact the networking 

cables to the LAN or WAN port of a computer system or any 

networking device that has the same similar port.   Fig. 1.1 

¶ Cabling: Crimpling 

Crimpling is a way of making cablings for networking systems. When crimpling there 

are certain conditions that has to be put into considerations. These considerations are the 

type of cabling methods. We have there are two of them: 

Cross cable and Straight cable, the colour configuration.  

We donôt just crimp a cable and you think they will 

work, if it should be anyhow, there will be data 

transmission over the network. So there are set of colour 

configuration that is used in crimpling a cable. 

         Fig. 1.2 

We shall discuss this configuration/arrangement of these colours according to cabling 

methods 

¶ Straight Cables 
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Color Configurations: 

Light Green, Green, light orange, Blue, light blue, light orange 

Orange, light brown and brown as shown in the figure above. 

Both ends of the cable is crimpled as straight. 

         Fig 1.3 

Cross Cables 

In real networking, when you are expected to generate IPs from a network device 

automatically, this type of cabling method is introduced. That a different system 

configuration for example, a Linux Server and a Router Os; 

Cross cable is needed to transmit configured IP from the 

Linux to the Micro Tik Router.  

The first end is crimpled as cross and the other end as 

straight. 

The configuration of these is type of cable is shown below;  Fig. 1.4 

Cable Tester 

A cable Tester is one of the device to test for a crimpled cable to check if it was 

crimpled for the purpose it was meant for. This device allow you cross check if you have 

actually do the crimpling successfully. 

IDIRECT Modem  

IDIRECT modem is a modem that receives signals and transmitted signals from the Vsat 

(Very Small aperture Terminal. The IDIRECT X3 model could either be of three form 

the C-band, Ku Band and the newly launched Ka Band. These Modems depends on the 

type of configuration on them from the Internet Service Providers, ISP. 

The work of the IDIRECT is to receive signals from the Lower Noise Blocker, LNB and 

Transmitted signals from the Block-Up Converter, BUC of the Vsat. 
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The IDIRECT comes with a default IP from the ISP of which we will discuss later 

during configuration and installation. 

The IDIRECT modem has five (5) working signal lights called indictors. The : Rx, Tx, Status, 

Power. 

The work of the Tx and Rx lights are transmitting and receiving signals from the Vsat 

respectively. 

The Power light remains as long as the modem is working. Each indicator signifies different 

status from the Internet Service Providers (ISP). The Power, Net, Status Tx and Rx 

 

Figure 1.5 

 

       Fig. 1.5 

LINUX SERVER  

Linux server is configured Central Processing Unit that receives network of which we 

will still discuss in Installation and configuration. The Linux Server received the newly 

configured IP from the IDIRECT Modem and then. Linux server is a networking device 

that received a communication from the Idirect so that the default DNS can be changed 

and also to monitor the spyware internet security, some untrusted sites. The Micro-Tic 

passes a generated IP from the Linux to the next device which is the Micro-Tic router 

through cross cable. 

In an additional  definition: A Linux server is a high-powered variant of the Linux open 

source operating system that's designed to handle the more demanding needs of business 

Status 

Rx 
Tx 

Net 

Power 

http://www.webopedia.com/TERM/L/Linux.htm
http://www.webopedia.com/TERM/O/open_source.html
http://www.webopedia.com/TERM/O/open_source.html
http://www.webopedia.com/TERM/O/operating_system.html
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applications such as network and system administration, database management and Web 

services. 

Linux servers are frequently selected over other server operating systems for their 

stability, security and flexibility advantages. Leading Linux server operating 

MikroTik Router 

The MikroTik Router is of a programmed Router Operating System that is used to 

manage, scheduled and monitor network access to the clients. 

Some ISP uses this device so as to monitor clients, schedule timings/tickets. Micro Tik 

is a costly device so not all internet service providers offers it. 

 Set-up 

In an ideal set-up, Micro-Tik should be connected as a result of Internet Protocol 

Generated from the Linux server. The Micro Tik received a configured IP from the LAN 

port of a Linux server in other perform its own function. For example, if the configured 

DNS of the Linux is 187.182.198.5 the Linux will be configured as 187.182.198.6 then 

the Micro Tic can now started distributing its own IP other clients starting from 7 i.e 

187.182.198.7 to any length. 

Port Switches 

This is a networking device that transmits internet access to the clients from the second 

LAN port of the Micro Tik Router. There are several type of them depending on the 

capacity of port they could supply. E.g the eight (8) port switch that has only 8 ports 

means that it can only serves 8 

clients though cabling methods 

and using a wireless  router 

with it serves more that eight 

so Cyber café who uses the 

wireless are of greater 
Figure 1.6 

http://www.webopedia.com/TERM/W/Web_Services.html
http://www.webopedia.com/TERM/W/Web_Services.html
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advantage. Another one is the 24 port switch which has greater advantage over 8 port 

switch. Cyber café with this devices could offer more network access to their clients 

through cabling method and an additional wireless router is a bonus. 

Note: It is importance to note that port switches can be connected straight to the Linux 

or received direct from the Idirect. It depends on the capacity of the device you could 

afford. 

INDOOR ROUTER  

Indoor Router is device that offers wireless service to clients. There are several type of 

them depending on their model, the Linksys is the most favourite and commonly used. It 

is connected to one of the port switch so as to start distributing network signals. 

The indoor router in placed inside a room and supplies network signals to the people 

around it. Thus the router has a very limited access range on like the out door router. 

This device is optional in networking but of greater advantage to café business centers or 

any organizations. 

VSAT 

Vsat is a satellite dish that is used to access networking signals. It is an acronym that 

stands for Very Small Aperture Terminal. There are different types of them depending 

on their sizes. Vsats can face any direction irrespective of the configuration and the IP 

that comes with them, it only depends on the service providers in order to track a good 

network signals from them. In the chapter three (3), we shall be discussing on the 

installation. 

P.O.E 

P.O.E is an acronym for Power Over Ethernet. It is used to 

repeat station, it works with the outdoor router and the point-to-

point-radio. With this device, network can be powered and send 

out to other stations say A and or B. 

Figure 1.7  
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The P.O.E is a device that has a power port, A LAN port and other P.O.E port that sends 

out the signals to the stations.  Similarly, Power over Ethernet is a technology which 

enables to connect network devices through ethernet cable. Therefore it is not necessary 

to use two individual lines/1x data, 1x power supply/ for assurance of data connectivity 

and supplying. One Ethernet line is sufficient. This technology is applicable for wide 

range of network products such as Access Points, Routers, IP cameras, modems, 

switches, embedded computers or other network products. 

 

ROUTER BOARD/OUTDOOR ROUTER 

The router board is a device that is installed on a mast say 150meters long. This board is 

enclosed in a casing and inclined on it (mast). The function of this board is to receive the 

network signals from the P.O.E to the router board then send it to the point-to-radio and 

any other Wireless transmitting device such as Homing antenna, and sector as discussed. 

RADIO S 

This is another vital device in networking that is used to transmit network signals to a 

receipt station as when repeating signals. The working activities of this device was also 

illustrated - The configuration. 

SECTOR 

A sector antenna is a device that is used to send out network to the community. It is 

cover a signal range of 120
o
 . this device is installed on the mast. Three of this device are 

needed to cover  360
o
. 

HOMING ANTENNA  

The homing antenna is used to send and receive signal at different stations. This device 

could replace the point-point radio. It is a white Rod-like device. 
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CHAPTER TWO  

INSTALLATION  

2.1 Vsat ï Very Small Aperture Terminal  and Idirect .

 

        Fig. 2.1 

Note: This installation is based on various field works 

VSAT 

The first component is the satellite antenna, which is required for the reception and 

transmission of signals to and from the satellite. The appropriate size of the antenna 

diameter is determined by your SkyVision Account Manager, taking your needs into 

account. The shape of the coverage pattern of a satellite varies from one satellite to 

another. As a result, certain geographical locations will require larger antennas for 

optimal performance. A larger antenna will also result in a higher gain and a narrower 

transmission beam, which will provide improved rejection of the "side lobes" of adjacent 

satellites and protection from terrestrial interference. 

LNB ï Lower Noise Blocker 
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The LNB (Low Noise Block Down-Converter) is part of the receive chain of your 

VSAT. Located on the feed horn, the LNB converts the satellite signal that was reflected 

off of the satellite antennaôs reflector from C-Band into an 

L-Band signal. The L-Band signal is in the frequency range 

of 950 to 1750 MHz and is considered more manageable. 

This is partially due to the fact that the transmission of the 

lower frequency signal can be more reliable when using a 

coaxial cable than is the case when higher frequency C-Band 

signals are transmitted of on this type of cable. Virtually all 

new          Fig. 2.2 

satellite routers today use L-Band inputs. An LNB can be identified by its F-type output 

connector. 

BUC ï Block up-Converter 

The BUC (Block Up-Converter) is part of the transmit chain of your VSAT. It is often 

located on the feed horn, but if it is a large BUC, it may be located at the base of the 

antenna and connected with RF conduits (waveguides). 

The BUC converts the modem's L-Band transmit signal into higher frequency C-Band 

signals, then amplifies it before it is reflected off the satellite antenna towards the 

satellite. In order to perform both of its functions, the BUC 

is composed of two individual components: the Local 

Oscillator and the Power Amplifier.   The Local Oscillator 

performs the frequency conversion between the L-Band and 

the satellite frequency, such as C-Band. The resulting 

satellite frequency is calculated by adding the L-Band 

frequency to a number known as the Local Oscillator 

Frequency that will be stamped onto the BUC. A Local 

Oscillator Frequency of 4900 MHz is used for a non inverted spectrum, and a Local 

Oscillator Frequency of 7375 MHz is used for an inverted spectrum. A typical system 

will require a 2-watt BUC or higher, depending on the application. Although BUCs are 

available with very powerful amplifiers, it is unlikely that a VSAT installation will 

Figure 2.3 
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require more than 10W, even in less than ideal circumstances. SkyVision will provide 

you with the specific power requirements for your service. 

Feed On 

The Feed is composed of the Feed Horn, OMT (Orthomode Transducer), the Transmit 

Reject Filter (which is either built-in or needs to be added on the receive end of the 

OMT), Waveguide and Circular Tube, for circular polarization requirements. There are 

three main polarization positions used for SkyVision Services. 

Cable 

Coaxial cables are used to connect the iDirect Satellite Router to both the BUC and the 

LNB, carrying the RF signal for both the Receive and Transmit functions. 

 

VSAT Components 

Site Survey 

This where to determine the optimal location for the VSAT. It is of importance to note 

that failure to properly conduct this aspect may lead to many challenges in future. Thus 

if you are not experienced in performing this task, allow a certified network engineer to 

help you do it. 

Azimuthal and Elevation 

The first thing here is to calculate the azimuthal and the true elevation from the ISP or 

from the  specified online address that came with your installation instruction- say. How 

do you achieve this? 

1. Go to the address given enter it for example: www.dispointer .com, type your 

location and press go. 

2. Choose your satellite from the drop down menu. 

3. Scroll down to Dish Setup Data where you can view your azimuthal and 

elevation 

Line-of-Sight 

Communication satellites used in the satcom industry are typically in geostationary 

orbit, appearing to be in a fixed position in the sky directly above the equator, relative to 
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an observation point on earth. The entire field of geostationary satellites can therefore be 

found in an arc across the sky. In order to communicate with the satellite you wish to 

downlink from or uplink to, the antenna must be able to "see" the location in the sky 

above the equator in which the satellite is located. The situation of an unobstructed view 

between the satellite and the antenna is known as "having a line-of-sight" to the satellite. 

 

Terrestrial Site Selection Checklist 

In addition to achieving the optimal line-of-sight to the satellite, there are some very 

important elements to consider when choosing the location for the physical placement of 

the antenna. The following should be verified when determining the antenna location: 

¶ Check to see that the site is relatively flat and level (using a leveler), and that it 

will be possible to conveniently access the antenna once installed. 

¶ Check the site for underground obstructions, such as buried cables or pipes. 

¶ Check the site for interference from WiMAX, microwave transmissions, cellular 

telephone towers and even airport radar. 

¶ The site should be free from construction. If construction work is planned in the 

area in which the antenna will be installed, the use of an alternate location 

should be considered as the construction can interfere with transmission or 

damage the antenna and its surrounding infrastructure.  

¶ Confirm that installation at the site will follow all local building codes regarding 

grounding, foundation requirements, zoning rules, setbacks and any other 

requirements specific to your location. 

IDIRECT  

 

Fig. 2.4 

1. Before you start 
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a) Please ensure that you have submitted the activation form. 

b) Once this is done, you will receive the required files to configure your modem; this 

will  include the option file and your IP details. 

c) You will also need the corresponding version of iSite for example: 

Evolution T11N ( Ku band) : iSite 9.0.0.7 

Evolution W2A ( C Band): iSite 10.0.1.1 

Evolution IS 903( C Band): iSite 7.0.7 

Evolution NSS7( Ku band): iSite 7.1.1 

Evolution IS907( Ku band): isite 7.0.7 

Evolution NSS12( C Band): : isite 10.0.1.1 

Evolution NSS10 ( C Band): : isite 8.0.2.5 

It is very important that the correct version is used depending satellite the modem in on; 

ifyou are unsure which version to contact support. 

The above software can be downloaded from http://www.afrikanet.com/support/ or you 

can write on support@afrikanet.net 

 

2. Connecting to the modem 

Before beginning configuration of your modem, switch off your firewall. 

You can achieve this by going to you 

network, go to advanced settings, then 

use none recommended settings. This 

will allow every file and data be 

accepted without restriction. 

a)  Connect an RJ45 cable from 

the LAN port on the modem to 

a hub or switch (the interface 

runs at 100mbps/full duplex) to 

a PC. If connecting straight 

from the modem to a PC, use a 

crossover cable 

Fig. 2.5 
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b)  Set up the PC with the following default IP addresses 

IP Address: 192.168.0.2 

Subnet Mask: 255.255.255.240 

Default gateway: 192.168.0.1 

To do this in Windows XP go to Start > Control Panel > Network 

  Fig. 2.6 

c)  To confirm that the PC can now communicate with the modem, open a 

Command prompt (Start > run/search > type ñcmdò and hit enter) 

Type ñping 192.168.0.1ò 

If everything is set up correctly, results should be as below: 

 

Fig. 2.7 

If results are ñRequest timed outò or ñDestination host unreachableò or 
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ñHardware Errorò, cables and settings need to be rechecked 

3.  Loading the option file 

a)  Log in to iSite by clicking on the ñTDMA Remoteò and clicking 

ñLoginò. The default password is: iDirect  

 

Fig. 2.8 

b) Once logged in, click on ñOption fileò in the top menu, then ñDownloadfrom diskò. 

 

Fig. 2.9 
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c)  Browse to where the option file is saved and open. It should only take a few 

seconds to load and then to modem will reboot. 

d)  You will now need to change your computers IP settings to reflect the 

update. Follow Step 2 again using the IP addresses that were supplied with 

the option file 

e)  Also, the password for iSite and telnet access will now have changed from the 

default ñiDirectò; depending on what satellite the modem is configured for, it 

will be: 

admin password is P@55w0rd! 

 

4. Acquiring the satellite signal 

If you are aligning the dish yourself, you will need to do the following: 

a)  Calculate your estimated dish pointing angles: 

Visit http://www.satsig.net/ssazelm.htm or www.satlex.de/en/azel_calc.html 

Input the satellite orbit: T11 N=37.6 ° west; IS 907 =27.5 ° west ; NSS7=22° 

west; W2A=10° east, NSS 12= 57 East; IS 903=34.5 West; NSS10=37.5° west 

Input your latitude and longitude and click calculate. This will return azimuth 

(magnetic) which is the left and right movement of the dish; elevation, the up and 

down movement of the dish; and the polarization, which is the rotation angle of 

the feed assembly. Use these value to point the dish is the right direction. 

b)  We recommend using a Satellite Meter such as a MaxPeak or Horizon to 

then find the satellite signal 

c)  Once you have a lock on the signal, open up the ñantenna pointing toolò in iSite 

by right clicking on the remote and selecting ñAlign Antennaò > ñAntenna 

Pointingò  
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 Fig. 2.1.0 

Click on the ñAntenna Pointingò tab at the top then click ñStartò 

After a short period, the graph will start showing data; use this to adjust the dish until 

you are seeing around 16v 

 

Fig 2.11 

Activating the Modem 
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       Fig. 1.10 

a)  You will need to check if transmit is enabled 

Open a command prompt and type ñtelnetò space, then the modems IP address 

The username will be admin and password will be P@55w0rd! 

(903/907) Intelsat, (T11N ) Telstar, NSS10, NSS12, NSS7, W2A 

Once logged in, type the command: tx iflDC (note that ñDCò must be uppercase) 

If this is set to off, retype the command: tx iflDC on 

b).  If everything is setup correctly, the RX and Power light on the front of the 

modem will be solid green 

c)  You will then need to contact Technical Support to request activation 

When signal is confirmed stop the signal program after writing down the signal 

strength for the NOC team . 

Disconnect the RX cable and reconnect the TX cable. 

A compression test needs to be carried out to confirm the saturation point of the BUC 

Call NOC and quote Afrikanet NST&T and ask for a compression test. They will set up 

the analyzer and issue and uplink freq 

From the iSite menu select configuration éantenna alignment...cross 

polarization. 
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 Fig. 1.1.1 

Once the saturation level is achieved then the NOC will reset the max power of the 

terminal. 

Stop the compression test when directed by the NOC, de-power the modem then re-

power with TX and TX cables connected. Ensure the RX light goes green after 

restarting. 

The NOC will then multicast to the modem the latest version of software after which the 

modem will reset. After reset the modem the following lights should be green Status, 

RX, TX once the unit locks to the network the Net light will go green on the front of the 

unit and the rear. The unit is then ready for use. 

Please keep the option file safe in case of a need to reload and please use iSite to 

perform local checks on the unit. 

Conclusion 

VSATs are connected by radio frequency 

(RF) links via a satellite, with a so-called uplink from the station to the satellite and a so-

called downlink from the satellite to the station (Figure 1.4). The overall link from 

station to station, sometimes called hop, consists of an uplink and a downlink. A radio 

frequency link is a modulated carrier conveying information. Basically the satellite 

receives the uplinked carriers from the transmitting earth stations within the field of 

view of its receiving antenna, amplifies those carriers, translates their frequency to a 

lower band in order to avoid possible output/input interference, and transmits the 

amplified carriers to the stations located within the field of view of its transmitting 

antenna. 
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Present VSAT networks use geostationary satellites, which are satellites orbiting in the 

equatorial plane of the earth at an altitude above the earth surface of 35 786 km. 

                                                                                             SATELITE 
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        Fig. 2.1.2 

Now that you have successfully installed your Vsat and the idirect modem with the Ip 

that comes with the modem. It is of importance to check the upload link and the 

download link. This will tell you the rate of the speed. 

It is wise to note that this type of test is to be performed straight from the modem and 

not on any user admin from the timing section/tickets has generated from the Mickro Tik 

router. You may ask me why? This reason is that each tickets generated from the mikro 

Tik router has a limited upload and down rate, once they burst the assigned rate, they 

won't be able to browse the internet as their internet access will be slow. So following 

this notice will enable you to get the actual upload and download link of the signal 

strength. 
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CHAPTER THREE  

3.0 CONFIGURATIONS  

After installing the devices, there is need to configure them to make them serve for the 

main purpose which they are created for. 

In this chapter, I will be discussing on the configuration of the Indoor Router, and one 

other. 

3.1   INDOOR ROUTE R: 

As earlier discussed in the Chapter One under networking devices. I will be discussing 

on how to configure this device so as to functioned as what it is been designed for. Once 

again, an Indoor router is a device that is used to transmit wireless signals for a limited 

range. 

Step One 

Switch off your wireless network. Power on the device, connect the router to your PC 

press reset button at the back of the device (router)to reset all the parameters. 

Step two. 

Switch off your Wireless network and set up you Network Properties in the  As shown 

below 

 

 

 

 

 

 

Use the Internet Protocol 4 (TCP/IPv4 

Fig. 3.1 
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Click on properties after you have selected it, configure the network settings to work 

with the modem. Get the default IP of the modem i.e. the router for cisco Linksys model, 

it is always 192.168.1.1. with this, set up your anything starting from 2 upward for 

example the below illustration will help you 

 

Fig. 3.2 

Use the following options: Use the following IP address as shown above. Enter the IP 

address you want to configure to your system, the subnet mask and the default gateway 

IP. 

Click Ok. 

Next is to ping your router if it will respond to your system 

Go to the command prompt in your computer then enter ping 192.168.1.1 ït 
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This command will reply with some minutes per certain kbps 

Next Launch your browser and then type the IP address of the router 192.168.1.1 on the 

address bar then press enter. The browser will locate the IP of the modem 

Provide the Admin user and the password 

 

Fig. 3.3 

Then here you start configuring the wireless and other function you want this modem to 

do for you.  

The default username: admin, The default Password: admin 

Indoor router can also act as MikroTik router in a case you donôt have capital to go for 

it. Indoor router can be always configured to allow any user on wireless network for 

some period session of time using their Mac address of their system. After the Mac 

address has been removed from the router, the user canôt browse on the wireless network 

even if he/she is connected. 

Note: you can also use the option with: obtain your IP address automatically. This will 

obtain the IP of the router automatically and then give your computer an IP 

automatically 
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Fig. 3.4 

The figure above displays of the functions of the Indoor router. we shall start the 

configuration of the first tab options in the next diagram. 

Now that we successfully opened the indoor router, next is to configure the router to 

make it the network you have in your company. 

In the diagram 

below, Use 

Static IP  (This 

is because your 

network is using 

an IP of which 

you want to 

use.) 

Then set the 

Indoor Router 

IP address. (Be 

careful of IP 

conflict on the network of your company, you might have an already working Router, 

therefore specify another IP for this  - Here at Linkorg we use two Router so we 

configure this new one as 10  i.e. 192.168.10.10) 

Fig. 3.5 
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Enter the Subnet Mask, the default Gateway as you have seen in figéé The DNS 

might be different from the one above depending on the DNS you are using. This is 

the DNS we use at LINKORG. After that you scroll down to finish the page. 

In the Figure below, enter the IP address of the Router, the Subnet Mast the DNS 

you are using on your network as these are the settings of the DHCP server. Enable 

the DHCP  server. 

You could also enter the maximum of users that you want your router to serve. 

In the timing settings, set time to be automatically. 

Then Click save settings. 

 

Fig. 3.6 

This is all what you need to set up or configure in this session, next we move to the 

wireless Tab, here we will be working on the basic Wireless settings. 
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Fig 3.7 

Choose the Manual Configuration View, 

Network Mode: Mixed 

Network Name (SSID) : Paul (this is what well bear the network name amidst of any 

wireless network around  it. So you can give it any name, you can name it any name 

or use the name of your company). 

Set channel as auto and enable the SSID broadcast then validate settings. 

The next step is the Network Security. The Network Security is under the Wireless 

Tab is indicated in the figure below. 

 

Fig. 3.8 



35 
 

Security Mode: Disabled 

As I have said earlier that Indoor Routers can also perform a minimal function of the 

MikroTik router of the Linux server. The indoor router can be configured to allow 

some limited of users to access the network in case you donôt have the MikroTik 

Router and the Linux Server.  

The MikroTik can allow and also debar a user from accessing the network. We shall 

illustrate this in the next figure. 

To do this we select the Wireless MAC address sub-tab under the wireless, 

remember, we are still under the Wireless configuration. 

The option chosen option in the figure denotes that we are not specifying any MAC 

address thus we have another device that will monitor user Timings on the network 

such as the MikroTik Server or the Linux Server. You can scroll down and validate 

settings if that is the option you will like to go for. 

 

Fig. 3.9 

The chosen option below indicates that you donôt have any device that assigns time 

for users such as the MikroTik and/or the Linux server. This enables option walked 

with the sub-options that is below it as indicated with a rectangular box 
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This first option allow any Computerôs MAC address entered into list of the MAC 

address list as shown below it will debars such user or computer from accessing the 

network. And also if the second one is used (Permit the PCs listed below to access 

the wireless network), it will only allow the maximum of MAC address on the 

network. Any Computer whose MAC address is not listed will not accessed the 

Network. 

 

Fig. 3.1.1 

Choose the option you want and scroll down the navigation bar to validate the 

settings. 

Note: You donôt just use any MAC address on any system, this is because each 

features has its own MAC address for example, the PC itself, the Ethernet, 

Bluetooth, and Wireless Network. There features has different MAC address for 

them. What is required here is the Wireless Network. 

To get the wireless network address, launch your cmd prompt then enter ipconfig/all  
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Scroll to find the wireless LAN adapter Wireless Network connection as shown 

below: 

 

Fig. 3.1.2 

You might need to set Security of accessing your Indoor Router other than just leave 

it in a default way. The figure below depicts what we are going to do. Clear the 

characters on the router password then enter the new password you will want to use. 

 

Fig. 3.1.3 

Scroll down and authenticate settings. This will automatically reboot the router and 

then required you to enter the password you changed. 

Now your wireless is ready. 

The next is to connect your router to the port switch or direct to the Idirect modem 

depending on the devices you are able to afford. 
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{In Linkorg here we used the 24 

port switches type) It is the 

MikroTik Router that feeds the 2 

port switches. This illustration is as 

shown below.} 

 

 

Warning:  

It is important to note the following: 

¶ Off the system wireless before starting all these procedures. 

¶ Do not forget the new IP address you gave to your router. 

¶ Do not forget the new password you use for your router. 

1.2  SYSTEM TO SYSTEM CABLING CONNECTION  

In this aspect, we will learn how two cables will be connected together using straight 

cable. That first step is to turn off wireless device of the two systems you want to 

network. Then follow the below instructions. 

Å Step One 

Å Users who have Wireless switched on must be switched off (in any case if it is in 

use so not to interfere with other connection. 

Å Step Two. 

Å Insert the straight cable to the LAN port one of each end of the cable to the two 

computers. 

Å Step Three: 

Å Configurations and Settings. 

Fig. 3.1.4 
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Å Now that we have disabled the wireless function device of the two computers, 

we are going to work on the Local Area Connection. 

Å Go to the Network computer  sharing centre 

Å Change adapter or adapter settings 

Å Go to the Local Area Connection 

Å Then make sure you are on the Networking Tab 

Å Then double Click on Internet Protocol version 4 (TCP/IPV4) Now you see 

options with radio option buttons. Some of them you will see are 

Å Obtain an IP automatically 

Å Use the following IP Address 

Å *IP Address: 

Å *Subnet mask: 

Å *Default Gateway: 

Å Obtain a DNS automatically 

Å * Preferred DNS sever: 

Å *Alternate DNS sever: 

Å Validate settings upon Exit 

To use any of these options let us agree that we named the two computer systems A 

and B 

Å When configuring, let assume to set the IP address in Computer A to be 2 i.e 

192.168.0.2 

Å The Computer B will be set at 3 i.e. 192.168.0.3 

Å Then for the Sub net let it be 255.255.255.0  for the two Computer Systems. 
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Å Then the Gateway must be the same thing for the two computer systems. Will be 

set to 192.168.0.1 

Press Ok for every prompted message that appears. 

Å Ping (Check): 

Å You may have to check if either your computer will respond to the configured IP 

you have set to link the two systems. 

Å Go to the start menu 

Å Type cmd or use Run and type cmd on a window XP computer 

Å Then type the IP of the other computer. For example Computer A with 

192.168.0.2, ping I.P that was configured as 3 in this format: ping 192.168.0.3 ït 

.(thatôs for computer B) and do that same thing for computer B.  

 Then press enter, then you will see some replied lines that confirms the 

connectivity. Then if error then your configuration is null. 

Settings: 

Å Go to Network and Sharing centre 

Å Select homegroup and sharing options 

Å Select Change advanced sharing settings 



41 
 

CONCLUSION 

In my Industrial Attachment, I have learnt various things about networking terms, 

devices and the various network connectivity. I worked as a staff and treated as a staff 

and as well as an IT student. 

As a staff, you are expected access the network first thing in the morning before work 

starts, this is called speed test, as this will give you how the sales of the day will be. 

Networking is an interesting aspect of Information and communication Technology. In 

fact a major aspect. As IT I have indeed learn so much at Linkorg network in a course of 

my Industrial Training some of them are: 

Configuration of  two systems to communicate with each other through LAN cable 

Configuration of several systems together to so that they could communicate to each 

other ï to share and receive files through wireless connection. ï Ad hoc Network 

Installation of a Linux Server and its configurations. 

Setting up a good network for cyber café. 

Installation of Vsat and Idirect modem. 

Monitoring of networking data in the Micro Tik router through Winbox 

Setting up MSHOME for easy accessible to the main server to the clients ï with this, 

clients can access the server or server bag, and this will allow clients to share what has 

been installed on the server. 

 

PROBLEMS ENCOUNTERED 

In Networking, you have to monitor the behaviour of the network, keep your eyes on the 

illuminating devices that denote the working status of the network transmission. This is 

where problems lies. We have experienced network failure during the day break even on 

the ku-band during rain fall which we have to switch to the C-band configuration. 
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Sometimes it had to with the networking devices for example, the Linux and Mikro Tik 

router might malfunction and debars clients in to accessing the network or the homepage 

which will later result restarting the devices. 

The Idirect modem is also affected by the Sun outage, this is an interruption in 

desorption of geostationary satellite signals caused by interference from solar radiation. 

This effect is due to sun radiation overwhelming the satellite signal this will shut down 

the Network access, therefore we say the modem is down. The illuminating signal for 

Network on the Idirect modem will turn yellow (according to our modem) 

Another issue of the day might be the Speed issue right from the ISP. Every day we test 

the speed of the network before transmitting it. This will show us the network signal of 

the day, therefore we test for the upload and the download rate from 

www.iwayafrica.com. Here we are certain of the speed. 

Funding: Networking is one aspect of Information and Communication that requires 

capital to maintain because we are in the world of competitive. A professional engineer 

is required in this field so as to help to monitor and maintain the networking devices that 

are been used. 

Patronage of Customers: In the cyber café section, this has only been a major source of 

income other than seldom field works. Sometimes we have low turn of customers. 

Despites Linkorg Networks has the best wireless service in his environs. For the 

company to keep on moving ahead, there are some challenges it faces. 

Environmental Factors: In café business, this is one of the factors that should be taken 

into consideration, though they might have little effects even if properly noted. This has 

to do with the geographical location of the company. A location where there  are several 

internet services may enjoyed low turnout of sales. 

Payment: In café business, in other to maintain your customers, you have to settled with 

the government. So that your customers will be guaranteed of safe browsing in other to 

protect harassment in terms of arrest from the Arm Forces e.g. Policemen. And any other 

governmental physiques. 
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Social Facors: Times unnumbered we start transmission around close to 10:00am in the 

morning, due to power failure and no customers and we canôt power the generator 

without customers coming to browse, therefore we had to wait till we see one or two. It 

is most common and always expected from the customers that any café business should 

stay online during the day but without considering the effects it has on the company.  

Times uncountable we ran out of fuel thus forcing us to close down for the day at 5pm. 

This is due to the absence of power from Power Holding Company of Nigeria. So 

mostly run all through with Fueling regardless of the pumping price. 

PROBLEM SOLVED 

Our aim quality service is delivering to our clients. LINKORG NETWORK is a vibrant 

wireless service provider in Ado ï Ekiti and in the repeat stations. We have solved 

various problems regarding to network access in different homes and communities. We 

have been working in parts of the South-South as ISP to some schools-Port-Harcourt and 

in the South West (Lagos). 

Before setting up a café business, you must notice the above problems and be sure you 

will settle them. These are the recommendations. 

You must settle for wireless networking mode other than a limited cable. With this more 

people can access the wireless service outside the café. 

Your wireless should cover a wide range of locations. With the help of a sectorial 

antenna, and repeating the network stations as this will boost the sales of the company. It 

is important to note that café who dealt with ordinary cabling method will have limited 

access of clients rather than the wireless. 

You must go for standard, use devices like Linux, Micro Tik Router to manage your 

network. 

Networking in an interesting part in ICT and it cannot be overlooked. It is what 

that powers ICT when it comes to how you send and receive data communications.  
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APPENDICES 

Ad hoc: In networking, ad hoc is referred a wireless network element that combine to 

form a network requiring little or no planning 

Clients: This has two different terms as used in I this writing. It mean a computer 

connected to a host computer to receive internet connection. The other is numbers of 

customers that patronizes a business organization. 

DHCP: This term is used for Dynamic Host Configuration Protocol. It symbolizes an 

automatic detection thus it is an auto-configuration protocol used on IP networks. 

DNS: Domain Name server, an internet system used to translate names into IP 

addresses, it  is a hierarchical distributed naming system for computers, services, or any 

resource connected to the Internet or a private network. 

Gateway: (Address) This is an IP address for a network interface on a router that leads 

to a larger network. 

IP: (Address) an Internet Protocol, it is a set of rules for sending data across a network 

Isite: It is a Standards based internet toolkit for information search and retrieval. It can 

be used for the following: as a front-end interface for all iDirect products, provides local 

or remote GUI access(for: image & option file download, all products, monitoring of 

remote site network performance, all products, full configuration build, ISCPC modem 

parameters, qos, ip, etc., full configuration build, series 1000 network accelerator). 

MAC Address: A Media Access Control address (MAC address) are most often 

assigned by the manufacturer of a network interface card (NIC) and are stored in its 

hardware, the card's read-only memory, or some other firmware mechanism. It is a 

unique identifier assigned to network interfaces for communications on the physical 

network segment. 

MikroTik:  (a limited company) Is known as a Latvian manufacturer of computer 

networking equipment. It sells wireless product and routers. It is a company with intent 

to sell in the emerging wireless technology market 
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NOC: (term) This is a Network operation center that defines one or more location from 

which control is exercise over a computer or telecommunication network, or part 

thereof; or also can denotes to the personnel working there. 

Server: A server is a physical (hardware) computer that is setup to run one or more 

services (as a host) to serve the needs of other computer on a network (a client). 

Subnet Mask: A logical visible subdivision of an IP network. All computers belongs to 

a subnet mask and are addressed with a common, identical, most significant bit-group in 

their IP address. 

Vsat: A very small aperture terminal that is commonly used to transmit narrowband data 

or broadband data. 

Winbox: This is a Microsoft window application that provides a graphical user interface 

(GUI) for the Router OS configuration and monitoring. 


